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BE3OITACHOCTD NDN: KPUIITOITPA®UYECKHUE ITOAXO/1bI
JIJIS BAIIMTHI KOHTEHTHO-OPUEHTUPOBAHHBIX CETEN
OT YI'PO3

NDN (Named Data Networking) — 3T0 apXUTEKTypa CETH, KOTopas
OpUEHTHUPOBAHA Ha JIAaHHBIE, @ HE HAa MX MECTOIOoJIOkKeHue. B ornuyne ot
TpaauuMoHHbIX [P-ceTelf, rae KOMMYyHHKaIMsi OCHOBAaHAa Ha ajpecax
ycrpoiictB (IP-aapecax), B NDN ¢dokyc cmerniaeTcss Ha caMy JaHHBIE M UX
uMeHa. DTO MO3BOJIAET co3AaBaTh Oosiee rudkue, OezonacHbie U d3PPEKTUB-
HBIE CETHU, 0COOEHHO B YCJIOBHAX COBPEMEHHOT'O MHTEPHETA, T 3alIPOChI Ha
KOHTEHT UTPAOT KJIFOYEBYIO POJIb.

OcHoBHble nenu NDN:

1. Opuentauust Ha koHTeHT: B NDN mnoJib30BaTenu 3anpamiiBaroT
JAHHBIE 110 UX UMEHaM, a He I10 a/ipecaM yCTPOMCTB. ITO yIPOLIAET TOCTYII
K MHpOpMaIMK, OCOOEHHO B YCJOBHSIX, KOTJla JaHHbIE MOTYT OBITH J0-
CTYNHBI U3 MHOXECTBA UCTOYHHUKOB.

2. IloBermenue 6e3omnacHocTu: Jlanueie B NDN MOANUCHIBAIOTCS HA
YPOBHE apXHUTEKTYpbl, YTO OOECHEYMBAET MX AyTEHTUYHOCTh U IIEJIOCT-
HOCTb.

3. D¢ dextuBHOCTE: NDN 1103BOJISET KAIMPOBATH JaHHBIE HA IPOME-
AKYTOUYHBIX y3J1aX CETH, YTO CHM)KAET HArpy3Ky Ha CepBEphl U YCKOPSET JI0-
CTaBKY KOHTEHTA.

4. YCTONYMBOCTD K U3MEHEHHUSIM TOIOJOTUHM CETU: MOCKOJbKY JaH-
HbI€ UICHTUPUIIMPYIOTCS IO UMEHaM, a HE IO MECTOIOJI0KEHHUI0, CETh MO-
KET aJlaliTUPOBAThCS K U3MEHEHUSIM, TAKUM KaK OTKa3 y3JI0B MM U3MEHe-
HUE MapIIPyTOB.

[Ipuniunet pa6otsr NDN:

1. IMeHOBaHUE JaHHBIX:

— KaXJbId (parMeHT AaHHbIX B NDN nMeeT yHUKaIbHOE UMS, KOTO-
poe UCTOIb3yeTCs AJIs €To 3arpoca U uaeHTudukanuu. Mimena uepapxuyHsl
U MOTYT OBITh CTPYKTYPUPOBaHbI, Hanpumep: /video/lectures/ndn/intro;

— MMEHa MO3BOJISIIOT 3apalluBaTh JaHHbIE HE3ABUCUMO OT UX MECTO-
MOJIOKEHUS.

2. JIBa TUIa MaKeTOB:

— Interest (3anpoc): IlakeT, KOTOpPBII OTIPABISAETCS MOIH30BATEIEM
JUISL 3aIIpoca JaHHBIX. B HeM yka3pIBaeTCsl UMS JaHHBIX;
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— Data (anusbie): [TakeT, KOTOPBIN COAEPKUT 3alIPOIICHHBIE TAaHHbIC
U uX uMs. [laHHbIE TOANUCHIBAIOTCS MPOU3BOIUTEIIEM, UTO TAPAHTUPYET UX
MOJJIMHHOCT.

3. MapuipyTtusanus Ha OCHOBE UMeH: B NDN mapumpyTtusaius ocy-
HIECTBJIETCS HA OCHOBE UMEH JIaHHbIX, a He [P-anpecoB(/nternet Protocol).
VY31bl cetn XpaHAT TaONMIbl, KOTOPBIE CBSA3BIBAIOT UMEHA JAHHBIX C BO3-
MOHBIMU MTyTSIMU UX TTOJTYUYEHUS.

4. KommpoBaHnve JaHHBIX: KaxAbld y3ea B NDN MOXET K3IIMpOoBaTh
JAHHBIE, KOTOPHIE OH MEpPeAaeT. ITO MO3BOJISIET MOBTOPHO MCIOJIb30BaTh
JAHHBIE ISl TOCIEAYIOIIUX 3alpOCOB, YTO CHUYKAET HArPy3Ky Ha CETh U
YCKOPSIET JOCTaBKY.

S. be3onacHOCTh Ha YPOBHE JTAHHBIX: KaX/bIK MMaKeT JaHHbIX B NDN
MOANMUCHIBAETCS IPOU3BOJAUTENEM. DTO MO3BOJISIET IPOBEPATH MOJIUHHOCTD
U 1IEJIOCTHOCTH JIaHHBIX HA JII0O0OM 3Tare Uux nepeaayu.

6. OTCyTCTBHE NPUBA3KH K MECTOMOJIOKEHUIO: MOCKOJIBKY JaHHBIE
3aIIpalluBarOTCA 110 UMEHAM, a He 110 aapecaM, NDN He 3aBUCUT OT KOHKPET-
HOT'O MECTOIOJIOKEHUS JaHHBIX. JTO JIeJaeT ceTh 0oJiee yCTOMUMBON K U3-
MEHEHUSIM U O0TKa30yCcTOunBoil [1,2].

NDN 6pocaet BbI30B ycTOsIBIIEHCS "push' Moenu nepenadyu JTaHHbIX,
BBIOMpast BMECTO 3TOro "pull" nu3aitH, mpyu KOTOPOM JTaHHbBIE TOCTABISIOTCS
UCKJIFOUMTEIILHO 110 SIBHBIM 3arpocaM notpeduteneit. 1ot GyHaaMeHTalb-
HBI OTXOJ OT TPAJUIIMOHHBIX METOJIOB BEIIAHWS HA OCHOBE [P WILIIOCTPH-
pyetcs akiieHToM NDN Ha UMEHOBAHHBIX JIAHHBIX B OTINYUE OT OOBIYHBIX
anpecoB xocta uiu untepdeiica. bonee Toro, NDN BKJIIOYaeT KpUIITOrpa-
(buyeckre MeXaHU3MBbl, 00S3BIBAIOIITNE TIPOU3BOIUTENCH TaHHBIX MTOIMICHI-
BaTh UX COACPKUMOE MU(PPOBON MOAMUCHI0. DTOT WHHOBAITMOHHBINA MTOIXO0/T
OTJIEJISIET TOBEPUE K JAHHBIM OT JOBEpHs K 00bEKTaM XpaHEHUS U PacIpo-
crpanenus. Ilockoneky NDN cTpeMUTCS TPEB30UTH CyLIECTBYIOIIYIO WH-
TepHET-apXuTeKTypy Ha ocHoBe TCP/IP (Transmission Control Protocol/
Internet Protocol), ona TpeOyeT TIIaTebHON MPOBEPKHU MO BCEMY CIIEKTPY
CLEHAPHUEB CBS3M, OXBATHIBAIOUIUX TEIEKOMMYHHUKALUU, BUICOKOH(PEPEH-
LMW, UHTEJJIEKTYaJIbHbIE CUCTEMBI YUETA U YIIPABJICHUS.

Hecmotps Ha cBoit orpomMHsbIi moTeHuuan, NDN octaercst ya3BUMbIM
nepea mnpodlieMaMM, MNPUCYHIMMHU HOBAaTOPCKUM Ju3aiiHaMm MHTepHera,
BKJIFOYAsi BOCIIPUMMYHMBOCTD K aTakaM M OrpaHUYEHUs MacIITaOUPyEeMOCTH.
O1u mpoOJEeMBbl MOAUYEPKUBAIOT MEPBOCTEIICHHYIO BAXXHOCTH Pa3pabOTKH
CTpaTeruii IpOTUBOJCHCTBUS TAKUM yIrpo3aM, KaK paclpeeiCHHbIE aTaku
tuna "OTtka3 B oociyxuBanuu" (DDoS — denial-of-service attack), u yctpa-
HEHUsl OrpaHUYeHUN MacmTabupyemoctu. B amoxy, korja oObIYHBIX MeEp
0€30MacHOCTH, TAKUX KaK (PU3nyeckas WM JOorudeckas U30JsIus, OKa3biBa-
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eTcsl HEeJIOCTaTOYHO, KpUNTOrpaduueckue MOoAXOo/Abl MPUOOpenn H3BECT-
HOCTh KaK CPEACTBO YKpEIIeHUs ITu(POBBIX KOMMYHUKAIHi [3].

Kpunirorpaduueckue meTo1bl, npuMensembie B NDN:

1. [ludpoBble NOAIUCH UCTIONB3YIOTCS JIJIsl HOATBEPKACHUSI TOJINH-
HOCTHU U LIEJIOCTHOCTU JaHHbIX. OHU rapaHTUPYIOT, YTO JAaHHbIE OBLIU CO-
3JTaHbl KOHKPETHBIM OTIIPaBUTENEM U HE ObUIA U3MEHEHBI [4].

[TpuHuMn paboThl CIEIYIONMIMM, CO3AAETCS Mapa KIIOUEH: 3aKpbIThIN
(17151 TOJMMCH) M OTKPBITHIN (17151 IpoBepKH). OTIpaBUTENb BHIYUCISIET XA
JTaHHBIX. X311 MHU(PYETCs C UCTIOIB30BAaHUEM 3aKPBITOTO KITI0Ya, CO3/1aBast
noanuck. [lomyyaTtens BBIUUCISIET XA1I MOTYYEHHBIX JaHHBIX. Pacmmdpo-
BBIBAET MOJIMHUCH C UCIIOJIB30BAHUEM OTKPBITOTO Kitoua. CpaBHUBAET XAIIH.
Ecnu oHu coBnaaarot, noanuck BepHa. Anroputmsl: RSA,ECDSA, EdDSA.

2. lllu¢poBanme TaHHBIX UCTIONB3YETCA 1715 0OecTIeYeHHsI KOHPUIACH-
LIMAJIbHOCTH JAHHBIX, J€JIass UX HEJAOCTYIHBIMM [UJIl HECAaHKLIIMOHUPOBAH-
Horo aocrymna. [Ipu cuMMeTpuyHOM MIM(POBAHUHU OJMH KIIIOY HUCIIONb3Y-
etcs At mrdpoBanus U paciudpoBanus. Anroputmsl: AES, ChaCha20).

[Ipu acummMeTpuyHOEe MIM(PPOBAHNU UCTIOIB3YETCS Mapa KIIOYEH: OT-
KPBITBIN (151 M pOBaHus) ¥ 3aKpbIThIHN (11 paciudpoBanus). [Ilpumepsr:
RSA, ECIES.

3. X3MMpPOBAHKUE UCIIONIB3YETCS JUIsl CO31aHUsl YHUKAIbHBIX HJIEHTH-
(pUKaTOPOB TaHHBIX U MPOBEPKH UX IIEJIOCTHOCTH. JlaHHBIE IEepesatoTcs ue-
pe3 xou-GyHKuo. Pe3ynbrar — Xa1 GUKCUpOBAaHHOM JUTMHBI, YHUKAIBHBIN
JUJIs1 BXOJIHBIX JJAaHHBIX. AJNroput™bl: SHA-256, SHA-3, BLAKE3S.

4. YrpaBineHue KIOYaMH BKJIIOYAeT TEHEpALMIO, pacIpesielieHue,
XpaHeHue U OOHOBJIEHHE KiIroued. ['eHepaums Kiroueil: cozmaeTcst mapa
KJIFOU€l (3aKpBITHIN U OTKPBITHIN). Pacnipenenenre kitoueil: HCIOoJIb30BaHe
PKI wnn eneHTpann30BaHHBIX CUCTEM. XpaHEHUE KIIoYei: Oe3omacHoe
XpaHEHHE 3aKPHIThIX Kitoued. OOHOBIEHUE KITIOUEH: perysspHas cMeHa
KJIFOYEH JUIsi MUHUMHU3alUHA PUCKOB.

5. AyrenTudukanus NoITBEpPKIaeT JUYHOCTh MOJIb30BaTENs, a aBTO-
pu3anMs omnpenenseT ypoBeHb jaocryna. Ilomp3oBaTens mnpenocTaBiseT
y4eTHbIE JaHHbIE (Hanpumep, cepTudukat). Cucrema rnpoBepsieT npasa J10-
cTyma.

6. 3ammrTa OT aTak BKJIOYAET MPENOTBpAILCHUE replay-aTak, KdII-
OTpaBJICHUS W JIPYyTrUX yrpo3. MeTku BpeMeHHu AJisd NpelOoTBpalleHUs IO0-
BTOPHOI'O UCIIOJIb30BaHUS MAKETOB U MPOBEPKU AKTYaJTbHOCTH TAHHBIX.

7. KonduneHnanpsHOCTh UMEH 3aluiiaeT uHGOpMaInio, coaepKa-
IIYIOCSl B UMEHAX JIaHHBIX. J[J1 3TOro mpoucXoIuT U(ppOBaHUE UMEH U UC-
II0JIb30BAHUE TICEBJOHUMOB.

8. JleleHTpaan30BaHHbIE METO/Ibl, TaKUE KaK OJIOKYEHH, UCIOJb3Y-
I0TCS U151 yIIPaBJIEHUsI KJIFoYaMu U cepTtudukaramu [5].

116



9. DHeproaddexTuBHbIC KpUNTOTpahUUECKHE METOIbl TMpeIHa3Ha-
YeHBI IS YCTPOMCTB C OorpaHudeHHbIMU pecypcamu (loT — internet of
things). JlerkoBecHple anroputmbl: SPHINCS+, Lightweight Encryption
Algorithm.

Kaxp1ii u3 kpunrorpaguyeckux METOI0B UTPACT BAXKHYIO POJIb B 0Oec-
reueHun O0e3zomacHoctd NDN. X koMOMHAIMS TTO3BOJIAET CO34aBaTh HAIEK-
HBIC U MaCIITAOMPYEMBbIC CHCTEMBI, 3AIUIIICHHBIC OT COBPEMEHHBIX yTPO3.

Kpunrrorpaduueckrne noaxoast B NDN HampasieHbl Ha oOecriedeHue
0€30MacHOCTH JJAHHBIX B YCIIOBHSIX JICTICHTPAIM30BAaHHON M OPUEHTUPOBAHHOM
Ha KOHTEHT apXUTeKTypbl. OCHOBHBIE 3a/1a4i — 3TO ayTeHTU(DUKAITUS, [IETOCT-
HOCTh, KOH()HACHITMATBLHOCTD | 3amuTa OT atak. OHAKO BHEAPEHUE KPUIITO-
rpadun B NDN TpeOyer TmaTeapHoro Oananca Mex Iy 0e30MacHOCTBIO U TIPO-
U3BOJIUTEIHLHOCTHIO, 0COOEHHO B YCTPOMCTBAX C OIPAHUYEHHBIMU PECYPCAMH.
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